Criptografando dados

# Criptografando dados

O Archer permite criptografar os seguintes tipos de campo em um aplicativo: Anexo, Data, Endereço IP, Imagem, Numérico e Texto.

O propósito da criptografia é proteger dados confidenciais no banco de dados e no repositório de arquivos. OS dados de campo criptografados são armazenados na pasta Criptografados no repositório de arquivos. Quando você criptografa um campo, todos os dados nesse campo (seja no registro ou por meio de importação ou de feed de dados) são criptografados no banco de dados. Os campos criptografados exibem os dados no registro como texto normal. Arquivos e imagens associados a campos de imagem e anexos criptografados são decriptados quando baixados. Você pode criptografar campos novos e existentes.
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## Impacto dos campos criptografados no Archer

A tabela a seguir mostra como os campos criptografados afetam outras funcionalidades do aplicativo ou do Archer.

| Área relacionada | Impacto |
| --- | --- |
| Cálculos | Você não pode fazer referência aos campos criptografados em um campo calculado.  Você pode calcular os campos criptografados. |
| Importações/feeds de dados | Se os dados de entrada forem destinados a um campo criptografado, eles serão armazenados no banco de dados em formato criptografado. Os feeds de dados Archer-to-Archer são compatíveis com anexos e imagens criptografados. Quando os arquivos criptografados são exportados de uma instância, eles são descriptografados. Se a instância de destino tiver criptografia habilitada, os arquivos serão criptografados. Se a instância de destino não tiver criptografia habilitada, os arquivos não serão criptografados. |
| Registro do histórico | Registros de histórico são mantidos para campos criptografados. |
| Pesquisa (pesquisa global) | Campos criptografados não são aceitos. |
| Filtros de pesquisa avançada | Os campos criptografados aceitam apenas os filtros Igual a Não é igual. Campos decriptados não podem realizar operações de pesquisa estatística, por exemplo Agrupar por e Contar. |
| Filtros de regra de layout | Campos criptografados são aceitos em todas as opções de filtro de campo padrão em uma regra de layout. |
| Configuração da pesquisa de registro | Somente os filtro Igual a, Não é igual, Corresponde ao valor do campo e O valor do campo não corresponde estão disponíveis para campos criptografados. |
| Sincronização off-line | Você não pode sincronizar um aplicativo com campos criptografados off-line. |
| Filtros de notificação de inscrição | Somente os filtro Igual a, Não é igual, Corresponde ao valor do campo e O valor do campo não corresponde estão disponíveis para campos criptografados. |

## Habilitar a criptografia de campo no nível da instância

Você deve habilitar a criptografia de campo no nível da instância no Painel de controle do Archer. Para obter mais informações, consulte "Habilitar criptografia de campo para uma instância" na Ajuda do Painel de controle do [Archer](https://help.archerirm.cloud/archer_suite_help/en-us/Content/PortalHome/platform_home.htm).

## Criptografar um campo

Ao adicionar ou editar opções de campo, selecione Criptografar dados de campo para criptografar o campo.

**Observação:** Você pode desativar a criptografia para um campo criptografado existente, desmarcando a caixa de seleção.

Execute as seguintes etapas:

* [Adicionando campos de data](fld_date_adding.htm)
* [Adicionando campos de endereço IP](fld_ipadd_adding.htm)
* [Adicionando campos numéricos](fld_numeric_adding.htm)
* [Adicionando campos de texto](fld_text_adding.htm)
* [Adicionando campos de anexo](fld_attch_adding.htm)
* [Adicionando campos de imagem](fld_image_adding.htm)
* **Observação:** anexos e imagens criptografados estão localizados na pasta Criptografados no repositório de arquivos.

## Solucionando problemas de criptografia de campo

A tabela a seguir descreve como solucionar problemas de criptografia de campo.

| Problema | Causa | Resolução |
| --- | --- | --- |
| os campos criptografados não exibem os dados. | A KEK (Key Encryption Key, chave de criptografia principal) de 1 ou mais instâncias suas está ausente. | Verifique se a KEK está presente em cada um dos seus servidores da Web e servidores de serviços e adicione-a onde estiver ausente. Para obter instruções, consulte "Habilitar criptografia de campo para uma instância" na Ajuda do painel de controle do [Archer](https://help.archerirm.cloud/archer_suite_help/en-us/Content/PortalHome/platform_home.htm). |
| Quando um usuário se conecta, aparece a seguinte mensagem: Erro de configuração — alguns dados podem estar em branco. Please contact your administrator. |
| Quando o administrador do sistema faz log-in, aparece a seguinte mensagem: A chave de criptografia está ausente. Forneça uma nova chave no sistema. Ignorar? |
| A seguinte mensagem aparece nos registros de erros: A chave de criptografia está ausente ou inacessível. |
| Ao editar um campo criptografado, você recebe um erro inesperado. |
| Quando o serviço de configuração é iniciado, aparece a seguinte mensagem: As chaves de criptografia principais das seguintes instâncias estão ausentes ou inacessíveis: *Instance1*, *Instance2*. |